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Cheer Up, Negativity 
Takes The Shine Off Your Life
Criticism and penalties are more powerful than praise and rewards at teaching 

and motivating people. This power is often neglected, particularly by teachers or supervisors 
who have adopted the 'everybody-gets-a-trophy' philosophy.

B
usiness gurus tell us to strive for "excel-
lence" in our careers and our compa-
nies, but there's a surer and faster way 
to succeed. Instead of aiming to be a 

superstar, instead of trying to go the extra mile, 
follow what we call the Negative Golden Rule: It's 
what you don't do unto others that matters most.

Avoiding mistakes is far more important 
than doing good. In business, as in the rest of life, 
our thinking is skewed by a fundamental imbal-
ance that has only recently become clear to sci-
entists: the negativity effect. Also known as the 
negativity bias, it's the universal tendency of bad 
emotions and events to affect us more strongly 
than good ones. When a supervisor gives us a 
generally positive evaluation, we're liable to ob-
sess over the tiny bit of criticism instead of ap-
preciating the praise. When we walk into a con-
ference room, we immediately spot a hostile face 
instead of the friendly ones.

In short, bad is stronger than good. This neg-
ativity effect evolved because it helped keep our 
ancestors alert to deadly threats, and we can't 
change the way our brain is wired. But once we 
understand this visceral bias, we can use our ra-
tional brain to compensate for the power of bad 
- and also put it to work for us.

By tracking people's moods and interactions 
and studying the impact of customers' product 
ratings, researchers have found that it typically 
takes about four good things to overcome one bad 
thing. This Rule of Four, as we call it, isn't a uni-
versal law of nature, but it's a useful rough gauge 
to keep in mind. Because of this skewed ratio, 
you get more leverage by eliminating the nega-
tive rather than accentuating the positive. Here 
are some strategies that can work in any career 
or business:

Don't overpromise: Most of us tend to prom-
ise more than we can deliver because of what 
psychologists call the planning fallacy, which is 
our tendency to underestimate how much time 
and effort will be required for a task. When we 
don't deliver on time, we hope that our boss or 
clients will at least appreciate our good inten-
tions-See how much I was trying to do for you! 
But they won't. The negativity effect is in force. 
They'll focus not on your good intentions but on 
the bad result.

Don't expect credit for going the extra 
mile: When you do more than you promised, 
your generosity is likely to go unappreciated, 
as AyeletGneezy, a professor of marketing at 
the University of California, demonstrated in 
experiments inspired by Amazon.com. She'd 
noticed that when her packages from Amazon 
arrived earlier than promised, she didn't feel 
particularly grateful.

Use the power of bad constructively - and 
deftly: Because of the negativity effect, criticism 
and penalties are more powerful than praise and 
rewards at teaching and motivating people. This 
power is often neglected, particularly by teach-
ers or supervisors who have adopted the "every-
body-gets-a-trophy" philosophy.

Even when managers do give criticism, too 
often they go about it wrong by using the "criti-
cism sandwich." Giving criticism face-to-face is 
difficult for most people, so it's more pleasant 
to start with the good stuff. The manager goes 
on at length about the employee's strengths and 

achievements before getting to the meat of the 
criticism.

Then she switches back to conclude with a 
few nice words and end on a happy note - or so it 
seems to the manager.

But that's usually not how it feels to the em-
ployee. By this time all the opening praise has been 
forgotten. The employee can't get the bad stuff out 
of his mind. He's choking on the middle of the sand-
wich. A conversation that was supposed to inspire 
better work has left him demoralised.

A better approach is to get the criticism out 
of the way early, which also happens to be the 
way most people would rather receive it. When 
asked if they'd rather hear the good news or 
the bad news first, most people want to start 
with the bad news. Once it's delivered, that jolt 
of negativity puts the brain on high alert, and 
so the subsequent praise will be remembered 
along with the criticism. 
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When Tech Recognises 
Your Face In The Crowd

Facial recognition is getting popular but 
it has serious potential to undermine civil rights

sandeep Gopalan | KhaleeJ Times

H
ave I seen him somewhere before? This 
question, typically asked inwardly as 
the human brain scans its memory of 
faces for recognition, is so ubiquitous in 

modern life that it is a staple of film plots from Bol-
lywood to Hollywood. Facial recognition technol-
ogy may make the question redundant very soon. 
And that's a bad thing not just because celluloid 
heroes are denied the opportunity to chat up hero-
ines. Here's why.

The storage and retrieval of information is 
extremely inexpensive today thanks to the inter-
net and related technologies. Even the most ob-
scure facts can be searched and retrieved quickly 
thanks to search engines such as Google. Now 
imagine that there was a search engine for human 
faces - something that helps you to take a photo 
of anyone anywhere and learn more about them. 
In other words, you don't have to wonder if you've 
ever seen them somewhere before, or what they do 
for work, or whether they are employed or mar-
ried. You can learn their name and other details 
through a simple search on the web. You could 
find out where they went to school, who they are 
married to, where they work, and what their in-
terests and social activities are.

Creepy? You bet!
That's exactly the reality coming soon to a 

screen near you. The New York Times reported 
this week that an artificial intelligence company 
called Clearview is offering technology that allows 
users to identify people from images scraped from 
web platforms such as Facebook and LinkedIn. 
Clearview's system is reportedly accurate about 75 
per cent of the time and is being used by law en-
forcement agencies in the United States to catch 
criminals. The company's system is robust enough 
to use camera images from surveillance cameras 
in public locations for identification purposes. The 
NYT's report notes that Clearview collected mil-
lions of images by scraping platforms containing 
troves of user images submitted for other purposes 
- in violation of those platforms' policies and with-
out the consent of individual users.

Clearview is not an aberration. There are 
other companies using and selling facial recogni-
tion technologies to law enforcement and other 
entities. Whilst they are touted as tools for mod-
ern law enforcement designed to keep people safe, 
facial recognition-based tools present clear dan-
gers. Imagine if a Clearview-type app falls into the 
hands of criminals - the potential for crimes in-
cluding robbery, stalking, extortion, etc., increas-
es. Similarly, such technology could be misused 
by an array of otherwise benign actors including 
employers, insurance companies, and credit pro-
viders. Some employers already scan employees' 

social media pages and intrude into their personal 
lives. This could get worse with facial recognition 
because of the minimisation of anonymity in a va-
riety of daily public environments.

And the technology has the serious poten-
tial to undermine civil rights in the hands of the 
wrong government agencies. If people believe 
they are constantly under surveillance, the free-

doms of speech, expression, and association are 
chilled. A person attending a peaceful protest 
against government corruption may receive a vis-
it from the tax authorities or the police as a means 
of intimidation after being identified through foot-
age from the public square. A journalist speaking 
to a source in a café may be identified and targeted 
by the subject of an expose. The list of potential 

abuses is endless.
The basic guarantee of a free society is the 

ability to go about one's business unmolested as 
long as one is not breaking the law. This is under-
pinned by the expectation that one has the abil-
ity to control one's private life. Now that is being 
threatened by the ever-expanding use of surveil-
lance cameras and the growing sophistication of 
facial recognition technology.

To be clear, there may be legitimate gains 
to be had from the deployment of facial recogni-
tion in narrowly tailored contexts. For instance, 
enabling specialised counter-terror agencies to 
deploy the technology in public spaces that are po-
tential terrorist targets may help identify terror-
ists before they strike. Similarly, allowing immi-
gration staff at airports to use facial recognition 
solely to process people expeditiously is efficient. 
However, absent such clear benefits, routine uses 
of facial recognition must be banned because of 
the significant potential for misuse.

The London Metropolitan Police announced 
this week that they will use live facial recogni-
tion to 'keep people safe.' The police claim this is 
being done in a narrowly targeted way but such 
pleas have to be taken with skepticism. Privacy 
concerns and errors in identification of minority 
populations are already well documented in the 
UK. Similar concerns have prompted US cities 
such as San Francisco and Oakland to ban the use 
of facial recognition.

We need to put the cliched genie back in the 
bottle before it is too late and the following norms 
must be established urgently. First, facial recog-
nition must be severely circumscribed and used 
in narrow areas where there is an overwhelming 
public interest. The burden is on the user to show 
this public interest. Second, the images must be 
immediately destroyed after permitted use. Other-
wise, the potential exists, for instance, that rogue 
airline or customs staff may transfer images and 
use them for nefarious purposes. To prevent such 
harms, destruction after use must be the norm.

Third, images must not be combined with oth-
er data to gain unrelated benefits for data proces-
sors. For example, immigration images must not 
be combined with shopping data and sold. Fourth, 
consent must be affirmatively established and is 
restricted solely to the purpose for which the im-
ages are taken. As we see from the Clearview ex-
ample, little did the user of Twitter or Instagram 
know that when they uploaded their holiday pho-
tos they were submitting data to create a creepy 
Orwellian database of images. Finally, privacy 
must be recognised as a basic human right.

(Sandeep Gopalan is the Vice Chancellor of 
Piedmont International University, US)
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